**Как продлить (обновить) сертификаты в UserGate ?**

1) Заходим в Usergate

2) Панель управления слева - Usergate - Сертификаты

3) Выбираем нужные сертификаты - Экспорт - Экспорт CSR (именно CSR)

4) Перекидываем по шаре на сервер, где развёрнут центр сертификации. В нашем случае, это server8 (10.1.7.11)

5) На сервере открываем Роли - Службы сертификации Active Directory - дальше открываем наш сервер сертификаци psma-CA -

ПКМ по пустому месту в левой части - ВСЕ ЗАДАЧИ - выдать новый запрос - выбираем ВСЕ ФАЙЛЫ -

выбираем файл .pem, который мы перекинули на этапе 4 - открыть

6) Переходим в "Запросы в ожидании", там должен появиться запрос. Убеждаемся, что файл принят на рассмотрение.

7) ПКМ по нему - ВСЕ ЗАДАЧИ - выдать.

8) Дальше он должен появиться в "Выданные сертификаты" в самом низу.

9) Теперь два раза по нему - СОСТАВ - копировать в файл - далее - формат файла самый первый "Файлы в DER-кодировке X.509 (.CER)" -

далее - выбираем папку, куда нужно сохранить сертификат. Пишем простое, понятное нам имя сертификата с сегодняшней датой.

Например, ug\_01-02.2025 - сохранить - далее - ок.

10) Полученный файл перекидываем обратно по шаре.

11) В UserGate, в разделе Сертификаты (слева) открываем сертификат, который мы обновляем.

В окне сертификата, нажимаем "Файл сертификата" - Обзор - выбираем полученный файл обновленного сертификата - открыть.

\* В случае успеха, в поле "Файл сертификата", мы увидим зелёную надпись "Файл успешно загружен".

12) Нажимаем "Сохранить".

13) Проверяем сроки сертификата(ов), что они обновились.

Готово!